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This document briefly lists the required software and the web server configurations for the
DEVA2, TSTA2 and production environment web servers.

Web Server Configuration and Software

1. Front-Page Server Extensions

2. Front-Page Enable Email

3. Software Artisan’s File Up

4. Active PDF

a. Server

b. Doc Spooler

c. Spooler

5. SMTP Email 

a. Enabled for use of Windows CDONTS program

6. Acrobat Reader

7. SSL Server Certification 

a. To secure web site secure.waukeshacounty.gov

8. DT Search

9. Remote Printer Setup

10. PDFLib 

Server Permissions – Sub Folders and File Up Loads
The Waukesha County Internet also allows the creation of sub-folders and the uploading of files
on the web server.   Permissions to the web server will need to be configured accordingly.  How
the sub-folder creation and file uploads are performed are not completely clear at this point.

FAQ’s Access Database
The AWH.MDB file is an Access database for the FAQ's web pages.  To be able to update the
database, the permissons for IUSER_ or the Everyone group must have Read/Write to the
AWH.MDB file AND the folder where the MDB file resides.

The MDB file is located in Website\IIS\site\Activefaqs\data.



“Hidden” Web Sites
Some web sites may not have a link through the Waukesha County Internet or Intranet sites.
Instead, access to the site is gained by entering its URL in the URA address field of the browser.
For example, the Document Management (PDF) System is accessed this way.

Other such sites may exist.


